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Advantages and 
disadvantages

How to deliver

Types of assessment 
questions

Why ask questions?



WHY ASK QUESTIONS?
To actively involve students in the lesson

To increase motivation or interest

To evaluate students’ preparation

To check on completion of work

To develop critical thinking skills

To review previous lessons

To nurture insights



Prior knowledge is critical to 
developing learning that is 
appropriate to what students 
already know and to build upon 
that knowledge.

Interactive classroom assessment techniques using clicker technology – Oregon IL Summit 2012

Presenter
Presentation Notes
Assessing students prior knowledge is helpful in determining what opinions and experiences the student is bringing into the classroom and it is up to the instructor to build upon that knowledge and correct the misinformation that the students have obtained throughout the years, whether it be friends, family or acquaintances. Using assessments is one way of gauging how much prior knowledge there is and than being able to adapt the curriculum based off of this information.



SUMMATIVE ASSESSMENT

 Graded activities
 multiple-choice quizzes or tests

 Self-paced

"When the cook tastes the soup, that's formative;
when the guests taste the soup, that's summative."
--Evaluator Robert Stake describing the difference in formative and 
summative assessment
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Presentation Notes
Clickers can be used for graded activities, such as multiple-choice quizzes or even tests. Some brands of clickers allow for a “student-paced” mode in which students answer questions on a printed test at their own pace.



FORMATIVE ASSESSMENT

Real Time Information for learning
 For both student and instructor

Monitor own learning – students
Manage class “on the fly” - instructors

"When the cook tastes the soup, that's formative;
when the guests taste the soup, that's summative."
--Evaluator Robert Stake describing the difference in formative and 
summative assessment

Presenter
Presentation Notes
Clickers can be used to pose questions to students and collect their answers for the purpose of providing real-time information about student learning to both the instructor and the students. Students can use this feedback to monitor their own learning, and instructors can use it to change how they manage class “on the fly” in response to student learning needs. Some instructors assign participation grades to these kinds of formative assessments to encourage students to participate. Other instructors assign points for correct answers to encourage students to take these questions more seriously. Other instructors do a mix of both, assigning partial credit for wrong answers.



Ongoing formative assessment directs 
the course of instruction making sure 
students are achieving the desired 
outcomes.

Interactive classroom assessment techniques using clicker technology – Oregon IL Summit 2012



BLOOMS TAXONOMY
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Teaching and learning goals can be 
ordered using Bloom’s Taxonomy

Knowledge

Understand

Application

Analysis

Evaluate

Create

memorization and recall

comprehend

using knowledge

taking apart information

making judgments

designing

Assessment with Polls

Degrees of 
correctness

Right/Wrong 
answers

More complex 
questions call for 
more 
sophisticated 
guides and 
responses
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They get the same 
points across, or 
reinforce them,  while 
entertaining the 
audience

Politicians do this all 
the time…

Stories bring a 
presentation to life

Slowing down 
may be a way of 
speeding up!

Three secondsMary Budd Rowe 
– Research 1986

http://jte.sagepub.com
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Safety and security
Key Message:  Institutions require manageable identities and secured devices focused on threat and malware resistance.

Identity for schools
One key area we have heard from both Education and Enterprise customers is the need to have an organizationally owned ID that works with the Windows Store.   Using a Microsoft Account which is not controlled by the organization presents challenges, and requires students and many times parents with the need to create the ID.  With Windows 10, we will support using Azure Active Directory (AAD) for a variety of key areas, to help remove the challenges you may have faced associated with using Microsoft Accounts.   You may or may not know, but AAD is the same as OrgID used by Office 365.   Therefore, one identity can be provisioned for Office 365, student log in to devices, as well as for access to the Windows Store. 

Microsoft Passport:  You face many security challenges and one of the top issues is related to your employee and student identities which more times than not are based on Passwords. As has been evidenced in the news so many times (e.g.: Target and Home Depot breaches) passwords are no longer able to protect our identities.. 
 
So what’s the problem with a User Names and Passwords?
 
First of all we have too many to remember and that leads to people using insecure practices to manage them. They save them to files, writing them down on post-it’s, etc. 
 
More importantly though is the fact that password is a sharable secret. You may give it to someone intentionally, inadvertently, it can be stolen or maybe even guessed. It’s also the fact that it’s a network secret meaning I just need that one thing (i.e.: password) impersonate you if your network is accessible from the internet. 
 
The solution to the problem is well known. It’s to deploy a two factor authentication solution but sadly today’s solutions are too complex and costly to provision. That’s until now. With Windows 10 we’re introducing a new technology that internally we’re calling Microsoft Passport
 
Microsoft Passport addresses all of the complexity and costs challenges that you’ve faced with existing two factor authentication solutions by enabling your users to use the devices they already have as one of the two authentication factors. This means your staff can use their mobile phones, whether it’s an Windows Phone, iOS, or even an Android device as one of the factors. The other factor will be biometric or a PIN. If your users can’t use their phones as one of the two factors they can enroll their identities on each of the Windows PC they plan to use using a one-time password. From that point on they can use their Microsoft Passport to log onto the device.
 
This new identity can be breach, theft, and phish proof as the users identity will be locked (using TPM) to the device itself. If an attacker is able to extract it the best they can do is get encrypted data which his useless. 
 
This new solution has all of the convenience of a password while at the same time having the enterprise grade security of today’s two factor solutions such as SmartCards, etc. Unlike what your used to seeing today NGC is easy to deploy and because at can all be provisioned electronically there is no need to issue a special ID card, buy devices with reader, use dongles, etc. 
 
NGC will be supported by AD, AAD, and Windows Accounts. Users who use their MSA on Windows 10 will move to it automatically and the sase can be true of AAD users if you want. 

Protecting data and information:
In the mobile and cloud first world we need our data to be secured no matter where it goes for your administrative and educators staff you need a level of control that enables you to protect devices when they are lost or stolen, wipe them on demand, and you also need to prevent data leakage from internal documents to unmanaged locations such as the web.  
 
Data loss prevention capabilities are increasingly in demand and when you look at these first two stats it’s no wonder. 87% of senior managers leak data to unmanaged personal locations (email, cloud storage) and 58% of us have sent data to the wrong person. I actually think that stat is wrong. How could it not be 100%?
 
 You need to protect your data while it’s at rest, in use, and in transit and Windows offers solutions across each of these areas. We don’t have time to talk about all of them but there are two that are very important. One of the solutions your probably familiar with which is BitLocker and the other, which we internally call Enterprise Data Protection, is brand new. We’ll talk about both. 
 
Information protection starts with protecting the data when the device is lost or stolen. BitLocker is our solution for this scenario and it offers enterprise grade full disk encryption. BitLocker also includes a feature called BitLocker to Go which can protect your data when its placed on removable storage drives such as USB thumb drives.  
 
If your last look at BitLocker was with your Windows 7 deployment I can assure you that BitLocker has been dramatically enhanced since then. Competitively there were two key features that we struggled with. The first was related to management and we addressed that challenge in 2011 with the release of Microsoft BitLocker Administration and Monitoring (MBAM) 1.0 which ships with the Microsoft Desktop Optimization Pack (MDOP). Since 2011 we’ve rev’d MBAM three times which has brought it to a robust and mature state. MBAM already caused a huge surge of BitLocker adoption in all sectors including health care, financial, and even education. 
 
The second compete challenge we faced was with the Single Sign On (SSO) capabilities that our competition had from their solutions. Their  implementations enabled you to unlock the drive and sign-in right in Windows with just a password while BitLocker required a PIN to unlock the drive and then the user’s password to actually sign-in.  The advantage they had in experience came at a significant cost though as the SSO designs that the competition built resulted in significant deployment, performance, and reliability issues. BitLocker in 7 doesn’t share those types of issues but of course that came at the cost of SSO. 
 
The SSO solution we had in mind would take a little longer to deliver but in the end we believe that we’ve delivered a superior solution. With Windows 10 the need for a PIN has been eliminated on most device types and we can provide a SSO experience that maintains the performance, reliability, deployment benefits that have made BitLocker great. Maybe more importantly our solution will meet your security expectations. And for the security geeks in the room that means “Yes, BitLocker can protect you from the cold boot attacks that created this whole SSO discussion in the first place”. 
 
Compliance wise we have you covered. BitLocker is Common Criteria and FIPS 140-2 certified and can help organizations that need to adhere to regulations such as HIPPA, PCI DSS and more.  
 
The net-net is BitLocker is one of the best options, if not the best option, in the marketplace and it’s something you should deploy on every device including those that students are using as BitLocker can help prevent tampering with the system itself. We hear students do this from time to time!:) 
 
BitLocker is a great solution for protecting data when a device is lost or stolen but how can you protect your data from your users who may accidentally or even intentionally leak data. This is where a brand new Windows 10 features comes to play. The feature is internally called Enterprise Data Protection and it provide persistent file level encryption and basic rights management to corporate files. We feel this will be particularly useful for administrative staff and educators that want to protect sensitive information. 
 
Unlike data protection solutions, particularly on mobile devices like Samsung Knox, Good Technologies, and the many other container solutions, we’ve come up with a solution that doesn’t get in the way of the user experience. Our solutions is fully integrated within the experience you already familiar with and you can continue to use the apps that you, or IT, chooses to access protected content. We don’t require users to sue special folders, change mode, move into secure zones or partitions, etc. Instead our solution works completely behind the scenes and protects data where ever it lives on the device. Windows acts a broker that gates user and app access to protected data based on the policies that you define.  
 
Because our solution is integrated into the platform you can use the same apps (e.g.: Office, Notepad) to interact with protected data whether it’s on the desktop or on mobile. This is a big differentiator for us as in most cases you’re going to be forced to use completely different apps on mobile vs your desktop devices.
 
EDP is great at identifying, separating, and protecting corporate data and in most cases it can do so without the need for app wrapping, reengineering, etc. EDP fully integrates with Azure Active Directory and Rights Management services to provide secured sharing B2B and even B2C.  



Threat and Malware resistance:
When it comes to malware what is the fundamental problem and solution? Are we still searching for it? Believe it or not answer is No! 
 
We have a solution and it’s working great on Windows mobile, which like iOS, has a completely controlled app ecosystem. Every app that lands on those devices is vetted, the vendors is vetted, the apps can only be acquired form a trusted store, and then the apps are sandboxed.
 
This is in sharp contrast with desktop platforms like Windows, OSX, and Linux where you can get apps from anywhere and they’re trusted until your antimalware solution receives a new detection signature that says that it’s bad. This kind of approach is a losing battle in the face of 100’s of thousands of new malicious files being created per day (http://www.kaspersky.com/about/news/virus/2013/number-of-the-year). 
 
We need this type of trusted app model for the Windows desktop OS just like we already have on Windows Phone which currently has produced some of the best stats on any major platform (see Figures 14 and https://www.cisco.com/web/offer/gist_ty2_asset/Cisco_2014_ASR.pdf). 
 
Talk Track
The challenge we face in getting you from the wild west of apps to the world of a trusted app ecosystem is related to the world we currently live in. We can’t use a switch that just flips everything into the secured app ecosystem. Making the transition to the trusted store model will take time and the Windows store team is aggressively working on making sure the Windows store, or your own Enterprise store, can be the sole means of app distribution for your devices whether it’s for a Universal or Win32 app. This is our long term strategy.
 
So while this transition occurs we’re providing enterprises with two options
 
Option 1 is what we call Device Guard. It’s a new approach for the desktop that enables you to mirror what we already do with mobile. It requires a new process for authorizing apps into your environment but as our goals to get the world of Windows apps into the Windows store succeeds that work will diminish. Regardless its manageable effort and it offers incredible game changing protection. 
 
Option 1 is awesome and it will prove to be a viable option for many of our customers but it’s not going to be for everyone. It will prove challenging in the short term for orgs that give their users full access to install any Win32 apps they wish. Of course as I mentioned earlier as the Windows store grows that problem will sort itself out. 
 
Option 2 is for the rest of you. It’s the traditional approach to dealing with threats and has increased risk vs Device Guard but rest assured that we’ve done a ton of work to make this scenario much better on Windows 10. You will find dramatic improvements over what you experience on Windows 7 and even 8.1.
 
In the end you don’t have to pick one option or the other for your organization. I expect Device Guard to be used initially in a subset of an organization where the risk is greatest and the users expectation to install any random app that they find on the internet is low. Device Guard is easily be deployable to all single purpose devices like ATM’s, POS’s, Kiosks, and probably even student devices in K-12 where a fixed set of apps is provisioned.  I expect IT staff will standardize on devices configured with Device Guard. Start with these and grow it out form there. 
 
So what exactly is Device Guard? 
 
We’ll it’s a device configuration for Windows that literally locks the device down, just like we do on Windows Phone, such that it can only run trusted applications. If the app isn’t trusted it can’t run, period. 

Anytime, anywhere remote access:
Per-Application VPN (allows only specific apps to be on the VPN)
Application white-list manage by IT using MDM 
Supports both modern and desktop applications 
Administrators can restrict remote access to specific applications, and / or with specific port/IP address.   For example, IT can allow IT access over the VPN, but restrict to specific ports or IP addresses.
Always-on Connectivity
Allows the devices to be always connected to corporate network:  the VPN connectivity starts at user log in providing a seamless connection experience.
MDM solutions can push the “always-on” VPN profile to mobile devices, without making changes to the supported 3rd party VPN applications (Windows 8.1 inbox, Windows Phone 8.1, or new Windows 10 third party VPN clients).
Improved User Experience:  users will have a familiar user experience across Windows 10 devices.   Additionally, 3rd party VPN providers will be able to provide their own User Interface.
Expanded Manageability Options
3rd party MDM solutions can manage both Windows and Windows Phone VPN based remote access
Store based app distribution:
3rd Party VPN client apps will be distributable through the Windows 10 Windows Store
   




They get the same 
points across, or 
reinforce them,  while 
entertaining the 
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Politicians do this all 
the time…
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Safety and security
Key Message:  Institutions require manageable identities and secured devices focused on threat and malware resistance.

Identity for schools
One key area we have heard from both Education and Enterprise customers is the need to have an organizationally owned ID that works with the Windows Store.   Using a Microsoft Account which is not controlled by the organization presents challenges, and requires students and many times parents with the need to create the ID.  With Windows 10, we will support using Azure Active Directory (AAD) for a variety of key areas, to help remove the challenges you may have faced associated with using Microsoft Accounts.   You may or may not know, but AAD is the same as OrgID used by Office 365.   Therefore, one identity can be provisioned for Office 365, student log in to devices, as well as for access to the Windows Store. 

Microsoft Passport:  You face many security challenges and one of the top issues is related to your employee and student identities which more times than not are based on Passwords. As has been evidenced in the news so many times (e.g.: Target and Home Depot breaches) passwords are no longer able to protect our identities.. 
 
So what’s the problem with a User Names and Passwords?
 
First of all we have too many to remember and that leads to people using insecure practices to manage them. They save them to files, writing them down on post-it’s, etc. 
 
More importantly though is the fact that password is a sharable secret. You may give it to someone intentionally, inadvertently, it can be stolen or maybe even guessed. It’s also the fact that it’s a network secret meaning I just need that one thing (i.e.: password) impersonate you if your network is accessible from the internet. 
 
The solution to the problem is well known. It’s to deploy a two factor authentication solution but sadly today’s solutions are too complex and costly to provision. That’s until now. With Windows 10 we’re introducing a new technology that internally we’re calling Microsoft Passport
 
Microsoft Passport addresses all of the complexity and costs challenges that you’ve faced with existing two factor authentication solutions by enabling your users to use the devices they already have as one of the two authentication factors. This means your staff can use their mobile phones, whether it’s an Windows Phone, iOS, or even an Android device as one of the factors. The other factor will be biometric or a PIN. If your users can’t use their phones as one of the two factors they can enroll their identities on each of the Windows PC they plan to use using a one-time password. From that point on they can use their Microsoft Passport to log onto the device.
 
This new identity can be breach, theft, and phish proof as the users identity will be locked (using TPM) to the device itself. If an attacker is able to extract it the best they can do is get encrypted data which his useless. 
 
This new solution has all of the convenience of a password while at the same time having the enterprise grade security of today’s two factor solutions such as SmartCards, etc. Unlike what your used to seeing today NGC is easy to deploy and because at can all be provisioned electronically there is no need to issue a special ID card, buy devices with reader, use dongles, etc. 
 
NGC will be supported by AD, AAD, and Windows Accounts. Users who use their MSA on Windows 10 will move to it automatically and the sase can be true of AAD users if you want. 

Protecting data and information:
In the mobile and cloud first world we need our data to be secured no matter where it goes for your administrative and educators staff you need a level of control that enables you to protect devices when they are lost or stolen, wipe them on demand, and you also need to prevent data leakage from internal documents to unmanaged locations such as the web.  
 
Data loss prevention capabilities are increasingly in demand and when you look at these first two stats it’s no wonder. 87% of senior managers leak data to unmanaged personal locations (email, cloud storage) and 58% of us have sent data to the wrong person. I actually think that stat is wrong. How could it not be 100%?
 
 You need to protect your data while it’s at rest, in use, and in transit and Windows offers solutions across each of these areas. We don’t have time to talk about all of them but there are two that are very important. One of the solutions your probably familiar with which is BitLocker and the other, which we internally call Enterprise Data Protection, is brand new. We’ll talk about both. 
 
Information protection starts with protecting the data when the device is lost or stolen. BitLocker is our solution for this scenario and it offers enterprise grade full disk encryption. BitLocker also includes a feature called BitLocker to Go which can protect your data when its placed on removable storage drives such as USB thumb drives.  
 
If your last look at BitLocker was with your Windows 7 deployment I can assure you that BitLocker has been dramatically enhanced since then. Competitively there were two key features that we struggled with. The first was related to management and we addressed that challenge in 2011 with the release of Microsoft BitLocker Administration and Monitoring (MBAM) 1.0 which ships with the Microsoft Desktop Optimization Pack (MDOP). Since 2011 we’ve rev’d MBAM three times which has brought it to a robust and mature state. MBAM already caused a huge surge of BitLocker adoption in all sectors including health care, financial, and even education. 
 
The second compete challenge we faced was with the Single Sign On (SSO) capabilities that our competition had from their solutions. Their  implementations enabled you to unlock the drive and sign-in right in Windows with just a password while BitLocker required a PIN to unlock the drive and then the user’s password to actually sign-in.  The advantage they had in experience came at a significant cost though as the SSO designs that the competition built resulted in significant deployment, performance, and reliability issues. BitLocker in 7 doesn’t share those types of issues but of course that came at the cost of SSO. 
 
The SSO solution we had in mind would take a little longer to deliver but in the end we believe that we’ve delivered a superior solution. With Windows 10 the need for a PIN has been eliminated on most device types and we can provide a SSO experience that maintains the performance, reliability, deployment benefits that have made BitLocker great. Maybe more importantly our solution will meet your security expectations. And for the security geeks in the room that means “Yes, BitLocker can protect you from the cold boot attacks that created this whole SSO discussion in the first place”. 
 
Compliance wise we have you covered. BitLocker is Common Criteria and FIPS 140-2 certified and can help organizations that need to adhere to regulations such as HIPPA, PCI DSS and more.  
 
The net-net is BitLocker is one of the best options, if not the best option, in the marketplace and it’s something you should deploy on every device including those that students are using as BitLocker can help prevent tampering with the system itself. We hear students do this from time to time!:) 
 
BitLocker is a great solution for protecting data when a device is lost or stolen but how can you protect your data from your users who may accidentally or even intentionally leak data. This is where a brand new Windows 10 features comes to play. The feature is internally called Enterprise Data Protection and it provide persistent file level encryption and basic rights management to corporate files. We feel this will be particularly useful for administrative staff and educators that want to protect sensitive information. 
 
Unlike data protection solutions, particularly on mobile devices like Samsung Knox, Good Technologies, and the many other container solutions, we’ve come up with a solution that doesn’t get in the way of the user experience. Our solutions is fully integrated within the experience you already familiar with and you can continue to use the apps that you, or IT, chooses to access protected content. We don’t require users to sue special folders, change mode, move into secure zones or partitions, etc. Instead our solution works completely behind the scenes and protects data where ever it lives on the device. Windows acts a broker that gates user and app access to protected data based on the policies that you define.  
 
Because our solution is integrated into the platform you can use the same apps (e.g.: Office, Notepad) to interact with protected data whether it’s on the desktop or on mobile. This is a big differentiator for us as in most cases you’re going to be forced to use completely different apps on mobile vs your desktop devices.
 
EDP is great at identifying, separating, and protecting corporate data and in most cases it can do so without the need for app wrapping, reengineering, etc. EDP fully integrates with Azure Active Directory and Rights Management services to provide secured sharing B2B and even B2C.  



Threat and Malware resistance:
When it comes to malware what is the fundamental problem and solution? Are we still searching for it? Believe it or not answer is No! 
 
We have a solution and it’s working great on Windows mobile, which like iOS, has a completely controlled app ecosystem. Every app that lands on those devices is vetted, the vendors is vetted, the apps can only be acquired form a trusted store, and then the apps are sandboxed.
 
This is in sharp contrast with desktop platforms like Windows, OSX, and Linux where you can get apps from anywhere and they’re trusted until your antimalware solution receives a new detection signature that says that it’s bad. This kind of approach is a losing battle in the face of 100’s of thousands of new malicious files being created per day (http://www.kaspersky.com/about/news/virus/2013/number-of-the-year). 
 
We need this type of trusted app model for the Windows desktop OS just like we already have on Windows Phone which currently has produced some of the best stats on any major platform (see Figures 14 and https://www.cisco.com/web/offer/gist_ty2_asset/Cisco_2014_ASR.pdf). 
 
Talk Track
The challenge we face in getting you from the wild west of apps to the world of a trusted app ecosystem is related to the world we currently live in. We can’t use a switch that just flips everything into the secured app ecosystem. Making the transition to the trusted store model will take time and the Windows store team is aggressively working on making sure the Windows store, or your own Enterprise store, can be the sole means of app distribution for your devices whether it’s for a Universal or Win32 app. This is our long term strategy.
 
So while this transition occurs we’re providing enterprises with two options
 
Option 1 is what we call Device Guard. It’s a new approach for the desktop that enables you to mirror what we already do with mobile. It requires a new process for authorizing apps into your environment but as our goals to get the world of Windows apps into the Windows store succeeds that work will diminish. Regardless its manageable effort and it offers incredible game changing protection. 
 
Option 1 is awesome and it will prove to be a viable option for many of our customers but it’s not going to be for everyone. It will prove challenging in the short term for orgs that give their users full access to install any Win32 apps they wish. Of course as I mentioned earlier as the Windows store grows that problem will sort itself out. 
 
Option 2 is for the rest of you. It’s the traditional approach to dealing with threats and has increased risk vs Device Guard but rest assured that we’ve done a ton of work to make this scenario much better on Windows 10. You will find dramatic improvements over what you experience on Windows 7 and even 8.1.
 
In the end you don’t have to pick one option or the other for your organization. I expect Device Guard to be used initially in a subset of an organization where the risk is greatest and the users expectation to install any random app that they find on the internet is low. Device Guard is easily be deployable to all single purpose devices like ATM’s, POS’s, Kiosks, and probably even student devices in K-12 where a fixed set of apps is provisioned.  I expect IT staff will standardize on devices configured with Device Guard. Start with these and grow it out form there. 
 
So what exactly is Device Guard? 
 
We’ll it’s a device configuration for Windows that literally locks the device down, just like we do on Windows Phone, such that it can only run trusted applications. If the app isn’t trusted it can’t run, period. 

Anytime, anywhere remote access:
Per-Application VPN (allows only specific apps to be on the VPN)
Application white-list manage by IT using MDM 
Supports both modern and desktop applications 
Administrators can restrict remote access to specific applications, and / or with specific port/IP address.   For example, IT can allow IT access over the VPN, but restrict to specific ports or IP addresses.
Always-on Connectivity
Allows the devices to be always connected to corporate network:  the VPN connectivity starts at user log in providing a seamless connection experience.
MDM solutions can push the “always-on” VPN profile to mobile devices, without making changes to the supported 3rd party VPN applications (Windows 8.1 inbox, Windows Phone 8.1, or new Windows 10 third party VPN clients).
Improved User Experience:  users will have a familiar user experience across Windows 10 devices.   Additionally, 3rd party VPN providers will be able to provide their own User Interface.
Expanded Manageability Options
3rd party MDM solutions can manage both Windows and Windows Phone VPN based remote access
Store based app distribution:
3rd Party VPN client apps will be distributable through the Windows 10 Windows Store
   




What we know about student learning 

1. Students learn key concepts better when they have opportunities 
to actively monitor their understanding. 

2. Knowledge is socially constructed and people learn best in 
supportive social settings when working with peers.

3. Students become better learners when we challenge them to 
answer questions that require the use of higher order thinking 
skills.



TYPES OF POLL QUESTIONS
Misconception/
Preconception 

Check
Student 

Perspective 
Questions

Peer Assessment 
Questions

“Muddiest” PointClassroom 
Opinion Polls

Ethical Dilemmas

Poll, discuss, 
re-poll
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1.Well designed misconception questions are answered incorrectly by 30 to 70 percent of students. Manyinstructors who see this kind of result engage in what Harvard University physics professor Eric Mazur calls peer instruction(Mazur, 1997). Students are asked to discuss the question in pairs, sharing their reasons for their answers with each other and attempting to come to consensus on the correct answer. Then the students vote again on the clicker question. This pair discussion time is valuable because it gives students a chance to learn from each other. 

2. These questions ask students to share their opinions and personal experiences.These kinds of questions can help students connect sometimes abstract course material with their own lives. They can also help students understand each other better. Students are sometimes surprised to see how many of their peers agree or disagree with them on particular topics.

3. Example: Students assign a letter grade assessing the quality of a student’s sources, the strength of the student’s arguments, or the clarity of the student’s presentation. Instructor finds that by having students assess each other’s work in these categories using clickers, her students are more able to provide honest, constructive feedback since the clickers provide a degree of anonymity. The display of results of these clicker questions, in turn, promotes more engaged class discussion. When students find out, for instance, that 40 percent of them feel that the student’s sources were not very strong, it becomes safer for the whole class to discuss the quality of those sources.







Peer instruction (& Conceptests)
Development of technique by Eric Mazur, Harvard
 Short lecture (10-20 minutes)
 Conceptest – conceptual multiple choice question
 Individual students signal answers 
 Student groups may discuss answers (peer instruction)
 Explanation of correct answer

Mazur, E., 1997, Peer instruction: A user’s manual: Prentice Hall, 253p. 

Pedagogy for Feedback Devices

Presenter
Presentation Notes
Development of technique by Eric Mazur due to findings from use of the Force Concept Inventory (FCI) in physics 
Instructor presents short lecture (10-20 minutes)
Conceptest - multiple choice question(s) designed to evaluate student understanding/application of key concept 
Students consider conceptest, signal their answer (raised hands, colored cards, feedback devices)
Based on proportion of correct responses (35-70% optimal), students discuss potential answers, respond again
Student or instructor explanation of correct answer
Repeat




Examine the map and answer the question that 
follows. How many plates are present?

Example: Earth Science Conceptest

McConnell, D.A., et al., 2006, Journal of Geoscience Education, v. 54, #1, p.61-68.

a. 3      b. 4      c. 5       d. 6a. 3 (26%; 0%)

b. 4 (19%; 18%)

c. 5 (44%; 75%)

d. 6 (11%; 7%)
1. Individual responses

2. Post-discussion responses



Dori, Y.J. and J. Belcher, J. 2004. Journal of the Learning Sciences 14(2). 

Impact of Alternative Pedagogy

Poulis et al., (1998)
• Results from 5,000+ physics students – increase in 

pass rates (55%  80%) in classes that used 
audience paced feedback (poll + student 
discussion)

Dori & Belcher (2004)
• Compared pre- and post-test scores for traditional 

and technology-enabled physics classes –
learning gains were greater (27% vs. 52%) for 
technology enhanced class

Poulis, C., Massen, C., Robens, E., & Gilbert, M. 1998. American Journal of Physics, v.66 #5, p. 439-441.



POLL TECHNOLOGY

 Simple to use

 Interactive

 Provides real-time feedback

 Everyone participates

 Assess prior knowledge

 Formative assessment



KNOWLEDGE = REMEMBERING
 Relevant facts or Procedures
 Recall Questions
 Facts before deeper understanding
 Base knowledge

Presenter
Presentation Notes
ask students to remember relevant facts, concepts or procedures. Recall questions do not assess understanding, and rarely lead to discussion, but can be useful for reviewing pre-class readings or previous sessions, or for diagnosing the level of knowledge the students already have. Often students need to know certain facts about a topic before they can proceed with deeper understanding and higher cognitive thinking. Recall clicker questions can be used to ensure the base knowledge is there before proceeding. 



THE CHILD APPRIZED HER FATHER'S 
AUTHORITY AND BEHAVED HERSELF AT 
THE CEREMONY. APPRIZED MEANS

A. Appreciated 

B. Compromised 

C. Defied 

D. Noted
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Presenter
Presentation Notes
This question is considered remembering level as it simply requires students to have learnt the definition of the term apprized




COMPREHENSION = UNDERSTANDING
 Not only recall but also understand
 Useful for leading class discussions

Presenter
Presentation Notes
these questions require students to not only recall the definition of a particular term, but also to understand the concepts associated with it. If incorrect answers are based on common student misconceptions understanding questions can often lead to split votes, which can be useful for leading into class discussions  
 




YOU LOOK TO THE EASTERN HORIZON AS THE 
MOON IS RISING AND DISCOVER THAT IT IS IN 
THE NEW MOON PHASE. LATER THAT SAME DAY 
WHEN THE MOON IS SETTING, WHICH OF THE 
MOON PHASES SHOWN BELOW WOULD THE 
MOON HAVE LOOKED LIKE?

21

A.
B.
C.
D.
E.

0A B C D E

Presenter
Presentation Notes
This question is considered understanding level as it requires interpretation of a visual representation of a concept.



APPLICATION

 Apply knowledge to particular situations and 
contexts

Presenter
Presentation Notes
questions at this level require students to apply their knowledge and understanding to particular situations and contexts.



BASED ON THE FACTS OF PROBLEM 7 [IN THE 
TEXTBOOK], IN THE LAWSUIT BY THE STUDENT 
AGAINST MOUNTAIN LAW SCHOOL, A COURT 
WILL LIKELY FIND IN FAVOR OF THE: 

A. Student, if the court finds that the terms of the catalogue 
are complete, definite and certain

B. Student, since catalogues are never considered ads, and 
ads are always offers

C. Law school, since catalogues can never include all the 
necessary terms to be deemed definite and complete 
offers

D. Law school, since the student could not have expected to 
be taught all the terms included in the catalogue

23
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ANALYSIS

 Emphasizes breakdown 
of parts

 Focuses on relationships
 Students begin to use 

own judgment
 Ability to distinguish 

between fact and opinion

Presenter
Presentation Notes
analysis level is where students use their own judgment to begin analyzing the knowledge they have learned. At this point, they begin understanding the underlying structure to knowledge and also are able to distinguish between fact and opinion. 



RR IS A 22-YEAR-OLD MEXICAN AMERICAN NEWLY DIAGNOSED 
WITH T YPE 1 DIABETES. HE WEIGHS 68 KG. YOU NEED TO START 
HIM ON AN INSULIN REGIMEN. HE HAS NO INSURANCE, DID NOT 
COMPLETE HIGH SCHOOL, AND SPEAKS LIMITED ENGLISH. WHAT IS 
THE BEST INSULIN REGIMEN TO START HIM ON? 

A. Glargine 15 units at bedtime plus sliding-scale lispro
with meals 

B. NPH 30 units twice daily 

C. Mixed insulin 70/30, 20 units in the morning and 
10 units at bedtime 

D. Glargine 15 units at bedtime and lispro 5 units with 
meals 

E. Levemir 15 units twice daily

0A B C D E



EVALUATION

 Individual judgments
 Evaluation of other judgments
 Self-evaluation important

Presenter
Presentation Notes
Evaluation is concerned with judgments and evaluations of others judgements. Self-evaluation or meta-cognition is an important aspect of this.



IF YOU WERE A JUDGE, HOW WOULD YOU 
ASSESS THE “RESPONSIBILITY” OF THE U.S. 
GOVERNMENT, FOR WHAT HAPPENED IN THE 
WORLD BETWEEN 1933 AND 1945?

A. Not responsible

B. Minimally responsible

C. Responsible

D. Very responsible

27 0A B C D

Presenter
Presentation Notes
Question is considered evaluative because it deals with self evaluation – puts student in the role of another person and now has to evaluate the situation



CREATION
 Modify
 Propose
 Verify
 Arrange

Presenter
Presentation Notes
Synthesize
How would you test…?
Propose an alternative
Solve the following
How else would you…?
State a rule



WHAT CHANGES WOULD YOU MAKE TO 
PRESERVE IP ADDRESSES FOR THE FUTURE? 
USE THE DISCUSSION BOARD IN 
BLACKBOARD AND SIGNAL WHEN YOU ARE 
DONE.

A. I am done
B. I need more time

0A B



ADVANTAGES OF POLLS?

1. FEEDBACK
2. more ACTIVE and ACCOUNTABLE
3. ANONYMOUS
4. STUDENT ENTHUSIASM
5. GAUGE
6. Increase STUDENT’S LEARNING and RETENTION
7. Facilitate DISCUSSION/DEBATE and PEER TEACHING
8. ATTENDANCE
9. “TROUBLE SPOTS”

Presenter
Presentation Notes
Immediate, accurate feedback to both you and your students. 
Students more active and accountable for their own learning 
Clicker responses are anonymous to students neighbors and produce more honest responses.
An amazing increase in student enthusiasm (if you use clickers well): improve attitudes
Gauge class understanding before teaching a concept
Increase student’s learning and retention of what you teach
Facilitate discussion/debate and peer teaching
Increase class attendance
Identify “trouble spots” in course content: adapt lecture content based on needs



DISADVANTAGES OF POLLS?

1. Technology may FAIL
2. COST
3. Extra STEPS
4. TIME
5. EFFECTIVE POLL QUESTIONS
6. ADMINSTRATIVE BURDEN

Presenter
Presentation Notes
Technology may fail 
Extra cost for students 
Extra equipment (hardware/software) needed; extra time and energy needed to learn how to use it
Stopping class to vote takes time away from lecturing-less material can be covered
Need to prepare effective clicker questions; extra lecture preparation needed to adjust existing questions to fit clicker format
Administrative burden associated with technology: If points allocated, have to watch out for cheating (multiple clickers, friend’s clickers, etc), adjust for lost/broken/forgotten clickers, correlate student registrations with grades, etc




TYPES OF STUDENT RESPONSE 
SYSTEMS



STUDENT FEEDBACK 
“Makes the course more interesting. Students can better concentrate 
on the topic…”

“Makes it fun to learn..”

“It was nice to get a good idea of how well I was doing with respect 
to the class”

“I was actually thinking in class, not copying text”

“Help understanding and give emphasis to concepts rather than 
derivations…I learned more in this class than any other in first year”



INTERACTIVE TEACHING BEST 
PRACTICES

Keep the 
content of 
the in-class 
discussion 

small – 5% 

Higher 
percentage 

leads to 
anxiety

Students 
become more 

focused on 
getting the 

answer right

Keep an 
intermediate 

level of 
difficulty

Trivial or too 
complicated 
questions are 

not useful

Use the 
system on a 
regular basis
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